Filezilla FTPS Settings for CSC-SRV1

Step 1

Open Filezilla. Then click File and select Site Manager from the menu.
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Step 2

In Site Manager, click New Site.
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Step 3

Fill in the information pictured below in the General tab. Make sure to select “explicit” and not “implicit”
when choosing the Encryption type. Click connect when done.
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Step 4

The first time you connect from a specific computer, you will have to verify that the server certificate is
trusted. Feel free to match the details of your dialogue window with the one pictured below, they
should be identical. Check the box to always trust the certificate and click OK.
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Details

Valid from: 6/1/2011

Valid to: 5/28/2021

Serial number: 57:cb:2a:cc:66:52:67:90:4¢:59:ed: 52:95: 15:86:e6

Public key algorithm: RSA with 2048 bits
Fingerprint (MD5):  91:c2:e9:8a:37:b2:83:93:0b:58:2c:4d: 23:77: 11: 16
Fingerprint (SHA-1): 89:d9:85:ee:4¢:9b:29:77:b4:b1:82:68:f1:4e:61:3f:c2:c0:60: 18

Subject of certificate Certificate issuer
Common name: WMSvc-DART-SRV Common name: WMSvc-DART-SRV
Session details

Host: csc-srvi.lasalle.edu:21
Cipher: AES-128-CBC
MAC: SHA1

Trust this certificate and carry on connecting? |

| ok || cancl




